
 

 

 

ORDER PO-3551 

Appeal PA14-456 

London Health Sciences Centre 

November 27, 2015 

Summary: The hospital received an access request seeking the identity of the requester in a 
previous access request. It located one responsive record and denied access to the name and 
contact information of the individual who made the initial request pursuant to the mandatory 
personal privacy exemption at section 21(1) of the Act. In this order, the adjudicator finds that 
the information at issue amounts to the personal information of the individual who made the 
initial access request and that its disclosure would amount to an unjustified invasion of their 
personal privacy. The adjudicator upholds the hospital’s decision to deny access to the personal 
information and dismisses the appeal.  

Statutes Considered: Freedom of Information and Protection of Privacy Act, R.S.O. 1990, c. 
F.31, as amended, section 2(1) (definition of “personal information”), 21(1)(f) , 21(2)(h).  

Orders and Investigation Reports Considered: Orders P-539, PO-2488, MO-2761 and PO-
2764. 

OVERVIEW:  

[1] The London Health Sciences Centre (the hospital) received a request under the 
Freedom of Information and Protection of Privacy Act (the Act) for access to the 
following information: 

… a copy of the initial access to information request which gave rise to 

institution file number LHSC-2014-005. 
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[2] Following receipt of the request, the hospital clarified its scope with the 
requester who advised that they were seeking the identity of the individual who filed 

access request LHSC-2014-005 (the affected party). 

[3] Pursuant to section 28 of the Act, the hospital advised the affected party of the 
request who communicated that they did not consent to the disclosure of their 

information. Subsequently, the hospital issued a decision advising that access was 
denied to the requested information pursuant to the mandatory personal privacy 
exemption at section 21(1) of the Act. 

[4] The requester, now the appellant, appealed the hospital’s decision to deny 
access to the affected party’s information. 

[5] During mediation, it was confirmed that the affected party did not provide 
consent for the disclosure of their information. As further mediation was not possible 

the file was transferred to the adjudication stage of the appeal process for an 
adjudicator to conduct an inquiry under the Act.  

[6] I began my inquiry into this appeal by sending a Notice of Inquiry setting out the 

facts and issues on appeal to the hospital, initially. The hospital provided 
representations in response. Although invited to do so, the affected party chose not to 
make representations. 

[7] I then sent a copy of the Notice of Inquiry to the appellant, seeking 
representations. As the hospital’s representations contain information that that I 
deemed to be subject to the confidentiality criteria outlined in Practice Direction 7, I 

decided to summarize the non-confidential portions in the Notice of Inquiry. The 
appellant provided representations in response. 

[8] For the reasons outlined below, I uphold the hospital’s decision and dismiss the 

appeal. 

RECORD:  

[9] The record at issue in this appeal is a completed access/correction request form. 

The information that is at issue is the information relating to the individual who made 
the request, including their name, address, telephone numbers and signature. 

ISSUES:  

A. Does the record contain “personal information” as defined in section 2(1) and, if 
so, to whom does it relate? 



- 3 - 

 

B. Does the mandatory exemption at section 21(1) apply to the information at 
issue?: 

DISCUSSION:  

A. Does the record contain “personal information” as defined in section 2(1) 
and, if so, to whom does it relate? 

[10] In order to determine which sections of the Act may apply, it is necessary to 
decide whether the record contains “personal information” and, if so, to whom it 
relates. The relevant parts of the definition of “personal information” as set out in 

section 2(1) of the Act state: 

“personal information” means recorded information about an identifiable 
individual, including,  

… 

(d) the address, telephone number, fingerprints or blood type of 
the individual,  

… 

(f) correspondence sent to an institution by the individual that is 
implicitly or explicitly of a private or confidential nature, and replies 

to that correspondence that would reveal the contents of the 
original correspondence. 

… 

(h) the individual’s name where it appears with other personal 

information relating to the individual or where the disclosure of the 
name would reveal other personal information about the individual; 

[11] The list of examples of personal information under section 2(1) is not exhaustive. 

Therefore, information that does not fall under paragraphs (a) to (h) may still qualify as 
personal information.1 

[12] Sections 2(3) and (4) also relate to the definition of personal information. These 

sections state: 

                                        

1 Order 11. 
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(3) Personal information does not include the name, title, contact 
information or designation of an individual that identifies the 

individual in a business, professional or official capacity.  

(4) For greater certainty, subsection (3) applies even if an individual 
carries out business, professional or official responsibilities from 

their dwelling and the contact information for the individual relates 
to that dwelling. 

[13] To qualify as personal information, the information must be about the individual 

in a personal capacity. As a general rule, information associated with an individual in a 
professional, official or business capacity will not be considered to be “about” the 
individual.2 Even if information relates to an individual in a professional, official or 
business capacity, it may still qualify as personal information if the information reveals 

something of a personal nature about the individual.3 

[14] To qualify as personal information, it must be reasonable to expect that an 
individual may be identified if the information is disclosed.4 

Representations 

[15] The hospital submits that the information at issue consists of the affected party’s 
“personal information” because it amounts to “correspondence sent to an institution by 

the individual that is implicitly or explicitly of a private or confidential nature…” as 
contemplated by paragraph (f) of the definition of “personal information” set out in 
section 2(1) of the Act.  

[16] Although the affected party chose not to submit representations, in response to 
their notification of the request under section 28 of the Act by the hospital, they advised 
that the request was not made in a business capacity or as part of a business related 

enterprise and that the information sought by the appellant amounted to their personal 
information. The affected party confirmed that they did not consent to the disclosure of 
their personal information.  

[17] The appellant submits that the information that it seeks on the initial access 

request form does not constitute “personal information” as defined by the Act. Although 
the appellant concedes that certain orders have found that an individual’s identity as a 
requester under the Act qualifies as that individual’s personal information under section 

2(1) of the Act,5 it submits that to qualify as personal information, the information must 

                                        

2 Orders P-257, P-427, P-1412, P-1621, R-980015, MO-1550-F and PO-2225. 
3 Orders P-1409, R-980015, PO-2225 and MO-2344. 
4 Order PO-1880, upheld on judicial review in Ontario (Attorney General) v. Pascoe, [2002] O.J. No. 4300 

(C.A.). 
5 Orders PO-2488, P-27, M32, P-370, Privacy Complaint Reports MC-040012-1, MC05005-1 and MC-

0050034-I. 
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be about the individual in a personal capacity. It states that, generally, information 
relating to an individual in a professional, official or business capacity will not be 

considered to be personal information6 and submits that the information at issue in this 
appeal relates to the affected party in their professional capacity. 

[18] The appellant refers to Order PO-2225, where former Assistant Commissioner 

Tom Mitchinson established the approach taken by this office in determining whether 
information qualifies as personal information or professional information. That test 
requires that the following questions be asked: 

1. In what context do the names of the individual’s appear? Is it a 
context that is inherently personal, or is it one such as a business, 
professional or official government context that is removed from the 
personal sphere? 

2. Is there something about the particular information at issue that, if 
disclosed, would reveal something of a personal nature about the 
individual? Even if the information appears is a business context, 

would its disclosure reveal something that it inherently personal in 
nature? 

[19] The appellant cites Order PO-2764, in which Commissioner Brian Beamish 

considered a request for a copy of a specific access request submitted by an individual 
other than the appellant. In Order PO-2764, Commissioner Beamish applied the test 
enunciated by former Assistant Commissioner Mitchinson in Order PO-2225 and found 

that the initial requester’s name and contact information should be disclosed. In coming 
to his decision, Commissioner Beamish assigned significant weight to the fact that the 
individual who submitted the initial access request used his business contact details on 

the request form and concluded that there was nothing about that individual’s name, in 
the context of the appeal, that would reveal something of a personal nature about the 
individual if it were disclosed. Commissioner Beamish determined that the individual 
filed his request in a business capacity and, as a result, found that his information did 

not qualify as personal within the meaning of that term as defined in the Act. 

[20] The appellant submits that without access to the identity of the requester of the 
initial access request it does not know the context surrounding the request. It submits 

that when examining the context of the request, a number of questions should be 
asked to determine if the context is inherently personal or not. The questions suggested 
by the appellant include whether the address, email address, phone number or fax 

number relate to a business or an individual; whether the requester is a current or 
former employee of a business in the medical waste disposal industry; and, whether the 
cheque used to pay for the application fee was a personal or business cheque. 

                                        

6 Orders P-257, P-427, P-1412, P-1621, R-980015, MO-1550-F, PO-2225, PO-3241 and PO-3344. 
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[21] The appellant also submits that it attaches significant weight to the fact that the 
affected party states “we are requesting” on the request form, rather than “I am 

requesting,” as this suggests that the access request was not made in a personal 
capacity.  

[22] The appellant further submits that the request is in no way personal in nature as 

the subject matter of the information sought is commercial and the affected party has 
not offered any explanation as to why they might have a personal, as opposed to 
business, interest in such information. The appellant states that it “fail[s] to see how 

someone could have a personal interest in medical waste disposal contracts.” It 
reiterates that the affected party’s failure to provide an explanation as to why the 
information is requested is another indication that the affected party’s interest was 
commercial rather than personal.  

[23] Finally, the appellant submits that it does not see how the disclosure of the 
affected party’s name or contact information, in the context of an access request, would 
reveal something of a personal nature about the affected party. It submits that the only 

information that would be revealed is their name, contact details, and the fact that they 
filed an access request in connection with the subject matter outlined therein. 

Analysis and finding 

[24] At issue is the information that has been severed from a completed access to 
information request form. It relates to the identity of the individual who made the 
request, the affected party, and includes their name, address, telephone numbers and 

signature.  

[25] As noted by the appellant, previous orders and privacy complaint reports issued 
by this office have found that an individual’s identity as a requester under the Act 
qualifies as that individual’s personal information7 where a request is not made in a 
professional or business capacity.8 The appellant submits that the request for 
information may have been filed by the affected party in a professional capacity and 
therefore, the information at issue may fall under section 2(3) which permits the 

disclosure of contact information where it relates to an individual in a “business, 
professional or official capacity.” 

[26] In the circumstances of this appeal, I find that there is insufficient evidence for 

me to conclude that the request was made by the affected party in a professional or 
business capacity and that the information at issue appears in a professional or 
business context. Unlike the circumstances which gave rise to Order PO-2764, in the 

current appeal, the information at issue, on its face, appears to be the affected party’s 

                                        

7 Orders P-27, P-539, PO-2488, MO-2761 and PO-2764; Privacy Complaint Reports MC-040012-1, 

MC05005-1 and MC-050034-1. 
8 Order PO-2764. 
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personal information. The address and telephone numbers provided do not relate to a 
business or professional organization. In addition, in the circumstances, I am not 

satisfied that either the nature of the requested information or the affected party’s 
failure to explain why the information was requested amounts to sufficient evidence to 
establish that the information at issue is professional or business information. 

[27] Based on the information before me, I find that the request was made in the 
affected party’s personal capacity and not in a professional or business capacity. I have 
reviewed the information at issue and I am satisfied that the affected party’s name, 

address, telephone numbers and signature, as they appear on the access request form, 
qualify as their personal information as contemplated by paragraphs (d) and (h) of the 
definition of “personal information” set out section 2(1) of the Act. The affected party’s 
address and telephone numbers amount to personal information as specifically 

contemplated by paragraph (d) and, in my view, as found in prior orders issued by this 
office,9 disclosing the affected party’s name and/or signature as they appear on the 
access request form would reveal the fact that they made a request under the Act, 
which can be said to amount to “other personal information” about them as 
contemplated by paragraph (h).  

[28] Additionally, for reasons that will be discussed in more detail below, I accept that 

in the case of an access request filed by an individual in their personal capacity, the 
contact portion of that access request form was submitted in a context where there was 
an implicit expectation of confidentiality as contemplated by paragraph (f) of the 

definition of “personal information.”  

[29] Accordingly, I find that the information at issue qualifies as the affected party’s 
“personal information” as defined in section 2(1) of the Act. 

B. Does the mandatory exemption at section 21(1) apply to the information 
at issue? 

[30] Where a requester seeks personal information of another individual, section 
21(1) prohibits an institution from releasing this information unless one of the 

exceptions in paragraphs (a) to (f) of section 21(1) applies. 

[31] If the information fits within any of paragraphs (a) to (f) of section 21(1), it is 
not exempt from disclosure under section 21. The section 21(1)(a) to (e) exceptions are 

relatively straightforward. The section 21(1)(f) exception, allowing disclosure if it would 
not be an unjustified invasion of personal privacy, is more complex, and requires a 
consideration of additional parts of section 21. In the circumstances of this appeal, the 

only paragraph in section 21(1) that could apply is (f). It states: 

                                        

9 Orders M-32, PO-2488 and MO-2761. 
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A head shall refuse to disclose personal information to any person other 
than the individual to whom the information relates except,  

… 

if the disclosure does not constitute an unjustified invasion 
of personal privacy. 

[32] In order for the section 21(1)(f) exception to the mandatory exemption in section 
21(1) to apply, it must be established that disclosure would not be an unjustified 
invasion of personal privacy. The factors and presumptions in sections 21(2), (3) and 

(4) assist in making this determination.  

[33] If any of paragraphs (a) to (h) of section 21(3) apply, disclosure of the 
information is presumed to be an unjustified invasion of personal privacy under section 
21. Once established, a presumed unjustified invasion of personal privacy under section 

21(3) can only be overcome if section 21(4) or the “public interest override” at section 
23 applies.10 In the present appeal, the hospital does not rely upon any of the 
presumptions in section 21(3), and none would apply. 

[34] If any of paragraphs (a) to (c) of section 21(4) apply, disclosure is not an 
unjustified invasion of personal privacy and the information is not exempt under section 
21. In my view, section 21(4) is not applicable in the present appeal. Additionally, there 

is no evidence that the “compelling public interest” override at section 23 applies to the 
information at issue in this appeal. 

[35] If no section 21(3) presumption applies, section 21(2) lists various factors that 

may be relevant in determining whether disclosure of personal information would 
constitute an unjustified invasion of personal privacy.11 The list of factors under section 
21(2) is not exhaustive. The institution must also consider any circumstances that are 

relevant, even if they are not listed under section 21(2).12 In its representations, the 
hospital does not specifically identify any of the factors as being relevant in the 
circumstances of this appeal, however, its representations appear to suggest that it is of 
the view that the factor at section 21(2)(h) might apply. The appellant does not make 

submissions on whether any factors in section 21(2) might apply. 

[36] Section 21(2)(h) states: 

A head, in determining whether a disclosure of personal information 

constitutes an unjustified invasion of personal privacy, shall consider all 
the relevant circumstances, including whether,  

                                        

10 John Doe v. Ontario (Information and Privacy Commissioner) (1993), 13 O.R. (3d) 767. 
11 Order P-239. 
12 Order P-99. 
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the personal information has been supplied by the individual to 
whom the information relates in confidence; 

Section 21(2)(h) – information supplied in confidence 

[37] The hospital’s representations suggest that it is of the view that the factor at 
section 21(2)(h), weighing against disclosure of the personal information at issue, is 

relevant in the circumstances of this appeal. It submits that the disclosure of the 
personal information of an individual who submitted an access request in confidence is 
“a disturbing and egregious violation of the freedom of information request process.”  

[38] The hospital refers to this office’s Practice Direction 16: Maintaining the 
Confidentiality of Requesters and Privacy Complainants which states under the heading 
“Employees’ Obligations”:  

Anyone, including employees of an institution, is entitled to exercise his or 

her right to access to information under the Acts or make a privacy 
complaint, without being unnecessarily identified and without fear of 
negative repercussions. 

[39] I agree with the hospital’s position that in the context of an access request, a 
requester, such as the affected party, would have a reasonably held expectation that 
any personal information that they supplied as a requester would be subject to a 

degree of confidentiality and not disclosed to third parties. Accordingly, I find that the 
factor at section 21(2)(h) is a relevant consideration carrying significant weight in 
favour of protecting the privacy of the affected party by withholding their personal 

information. 

Conclusion 

[40] Where a record contains the personal information of an individual other than the 

appellant, the only way that the personal information can be disclosed is if its disclosure 
would not amount to an unjustified invasion of the personal privacy of the individual to 
whom it relates. I have found that none of the presumptions at section 21(3) apply, 
that none of the exceptions in section 21(4) apply, and that, as a “compelling public 

interest” in disclosure does not exist, the override provision at section 23 does not 
apply.  

[41] Additionally, I have considered the possible application of the factors in section 

21(2) weighing both in favour and against the disclosure of the personal information. 
Based on the information before me, the parties’ representations, and the record itself, 
I have found that the only factor that applies is the factor weighing against disclosure 

listed at section 21(2)(h). In my view, requesters such as the affected party who make 
access to information requests to institutions, have an expectation that their personal 
information will not be disclosed to third parties. In the absence of sufficient evidence 

to support any factor favouring disclosure, I find that the exception at section 21(1)(f) 
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does not apply, and the disclosure of the personal information at issue would constitute 
an unjustified invasion of the affected party’s personal privacy.  

[42] Accordingly, I find that the mandatory exemption at section 21(1) of the Act 
applies, and that the portions of the record at issue are exempt from disclosure. 

ORDER: 

I uphold the hospital’s decision and dismiss the appeal. 

Original Signed by:  November 27, 2015 

Catherine Corban   
Adjudicator   
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